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Wireless setup I

Basic Wireless Setings

Wireless Configuration

Wireless Network Mode:

Wireless Nehwork Name (SSID): [abappartment

Wireless Channel.

Wireless SSID Broadcast
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Wireless

Wireless Configuration

Wireless Network Mode:

~
Wireless Network Name (SSID): [abappartment
G-

Wireless Channel:

Wireless SSID Broadcast.

Firmware Version: 1.0.00

Wireless-G Broadband Router WRT54G2

Application
Security  Access Restrictions ;gmg Administration Status

Wirek \CFilter |

Wireless Network Mode: [ you
wish to exclude Wireless-G
clients, choose B-Only Mode. If
you would ke to disable
wireless access, choose

(®) Manual ) Wi-Fi Protected Setup

6-2437GHz v

® Enable ) Disable

Save Settings | Cancel Changes

Firmware Version: 1.0.00

Wireless-G Broadband Router WRT54G2

Applications

Security  Access Restrictions g Gaming Administration

Wireh y > Filter |
Wireless Network Mode:

wish to exclude Wireless G

(® Manual () Wi-Fi Protected Setup

clients, choose B-Only Mode. If
you would ke to disable

2437GHz v

C Enable @ Disable

Save Settings | Cancel Changes
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Firmware Version: 1.0.00
Wireless-G Broadband Router WRT54G2

Applications .
Access Restrictions g Gaming Administration Status

CFiler |

Security Mode: WPA2 Persanal

WPA Algorithms: AES v

WPA Shared Key.  [12345678

security
order o communicale:
Group Key Renewal 3600 seconds More...

Cancel Changes

MAC Address Filter List - Microsoft Edge
& | T30 htm + | = 7 &
MAC Address Filter List
Enter MAC Address in this format: xx: XX XX xx:xx Firmwara Version: 1.0.00
Wireless-G Broadband Router WRT54G2

MAC 01: | | mac: | | Scowity  Access Restrictions g Administration

MAC 02: | | macz | | | Wirsless MAC Fitler |

MAC 03: | | mac13: | | B

MAC 04: | | mac1s: | | pie () Disable

MAC 05: | | mac1s: | | vent PCs listed from accessing the wireless

MAC 06: | | MAC16: | | mit only PCs listed fo access the wireless nefwork

MAC 07: | | macr: | |

MAC 08: | | mac8: | |

MAC 09: | | mac9: | | - vl

MAC 10: | | maczo: | | cisco

MAC 21: | | mac3: | |

MAC 22: | | mac 3z | |

MAC 23: | | mac33: | |
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Wireless Client MAC List . "
-5 m  BE -
Active PC
Client Host Name IP Address MAC Address Enable MAC Filter
DESKTOP-URIRVCJ 172.16.31.104 EC:55:F9:83:6F:15
Inactive PC
Client Host Name IP Address MAC Address Enable MAC Filter
Update Filter List
B B - L + 100%
MAC 22: | | macC 32 | |
MAC 23: | | mac3a: | |
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Firmware Version: 1.0.00
Wireless-G Broadband Router WRT54G2

Wireless

Applications

& Gaming Administration

Security  Access Resfrictions

Wirele: 1 WislessMAG Filer | Advanced Wieless

\Wireless MAC Fitter: Enable () Disable

Prevent: ) Prevent PCs listed from accessing the wireless

Permit anly:

Permit only PCs listed to access fhe wireless network

Edit MAC Filter List

alaln
Save Settings Cancel Changes cisco
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Firmware Version: 1.0.00

Wireless-G Broadband Router WRT54G2

Applications
Security  Access Restrictions ;gmg Administration Status

Wirel \C Filler | mﬁg‘s"'m

Authentication Type: You may
choose from Auto or Shared
Authentication Type Auto | (Default: Auto) Key. s.,a m,lm." ation

is more secure, bul all devices
Basic Rate: Default | (Default: Default)

Transmission Rate: (Default Auto)
CTS Protection Mode (Defaut: Disable)

Frame Burst: (Default: Disable)

(Default: 100 Miliseconds, Range: 1 -

Beacon Interval

DTIM Interval (Default: 1, Range: 1- 255)
Fragmentation .
angslmlﬂ (Default2346, Range: 256 - 2346)
RTS Threshold. (Default2347. Range: 0 - 2347)
AP Isolation: (Default: Off)

- ]
Cancel Changes cisco

LINKSYS®

A Division of Cisco Systems, Inc.
Firmware Version: 1.0.00

Wireless-G Broadband Router WRT54G2
Applications =
& Gaming Setup Wireless Security  Access Restrictions ‘;"g;',?;‘;"’ Administration

Port Range d | PorTriggering | DMZ

L 0w e

expose your router fo the
Intemet. All parts will be
accessible from the Infemet
More.

Enable ® Disable

DWMZ Host IP Address: 17248.31. 0

Cancel Changes
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Administration

Router Password

Local Router Access

‘Web Access

Remote Router Access

Setup Wireless Security  Access Restrictions

Management | g 1

Passwiord.

confinm:

Access Server.

wrre [urres

Wirsless Access o
Vel ® Enable ) Disable

Remote ~
Management ' Enable

Management Port: 2020

Use hitps:

UPnP ® Enable () Disable

Cancel Changes

Firmware Version: 1.0.00

Wireless-G Broadband Router WRT54G2

Administration

Local Router Access: You
change the Router's password
from here. Enter a new Router
password and then fype il again
in the Re-enter to confim field fo
confirm

Web Access: Allows you fo
configure access oplions to the
router's web uliity.

More...

Remate Router Access: Allows
youto access your router
remolely. Choose the port you
‘would ke 10 use. You must
change fhe password to the:
router if it is still using its defautt
password.

UPNP: Used by certain
programs fo automatically open
ports for communication.

aluafn
cisco
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Wireless-G Broadband Router

Administration Applications
& Gal

[ Security  Access Restrictions ming

| Log | Diagne:

Upgrade Fi

Upgrade Firmware

Please select a file to upgrade: Browse..

Warning: Upgrading firmware may take a few minutes, please don't
turn off the power or press the reset button

Upgrade must NOT be interrupted |

Wireless-G Broadband Router

Applications

Access Resfrictions g Gaming

Wireless.

Local Nety

Firmueare Version:  1.0.00 build 012, Jan. 24, 2008

Current Time: Not Available

MAC Address:

Router Name:
Host Name:

Domain Name:

Configuration Type Login Type: Automatic Configuration - DHCP
1P Address: 0.0.0.0
Subnet Mask: 0.0.0.0

Default Gateway: 0.0.0.0
DNS1

DNS 2:

DNS 3.

MTU: 1500

DHCP Release | [ DHCP Renew

Firmware Version: 1.0.00

WRT54G2

Administration

I yDefauits | Finmware Upgrade |  Config

Ciick on the browse bution fo
select the fimmware file fo be
uploaded o the rouler.

Ciick the Upgrade bution to
begin the upgrade process.
Upgrade must not be
interrupled.

WRT54G2

Administration

Firmware Version. This is the
Router's cument firmware.

Current Time. This shows the
fime, as you sef on the Setup
Tab.

MAC Address, This is the
Rouler's MAC Address, as seen
by your ISP.

Router Name. This is the.
specific name for the Router,
‘which you set on the Setup Tab.
More.

Configuration Type. This
shows the information required
by your ISP for connection 1o the
Intemet. This information was
entered on the Setup Tab. You
can Connect or Disconnect
your connection here by clicking
on that button.

More...
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Firmware Version: 1.0.00
Wireless-G Broadband Router WRT54G2

Security

Applications
Setup Wireless Security |Access Restrictions g Carin  Administration Status

Firewall VPN

Block Anonymous Infernet Requests
Filter Multicast

Block WAN Requests
Filter Infernet NAT Redirection

Filter IDENT(Port 113)

aliali
Save Settings Cancel Changes cisco




